FIVE EASY WAYS TO SPOT A SCAM PHONE CALL
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The IRS continues to warn the public to be alert
for telephone scams and offers five tell-tale |
warning signs to tip you off if you get such a -l,::?‘- J—

call. These callers claim to be with the IRS. The " “Hello, we've been trying to reach you.

scammers often demand money to pay taxes. ‘ | 1B This callis an official final notice from
Some may try to con you by saying that you're '

duearefund. Therefundis afake luresoyoull the IRS. O -
give them your banking or other private financial The reason for this callis to inform you
information. , that the IRS is filing a lawsuit agajnst /=

call. They may even know a lot about you. They
may alter the caller ID to make it look like the
IRS is calling. They use fake names and bogus IRS
badge numbers. If you don't answer, they often
leave an “urgent” callback request.

The IRS respects taxpayer rights when working out payment of your taxes. So, it's pretty easy to tell when a supposed IRS calleris a
fake. Here are five things the scammers often do but the IRS will not do. Any one of these five things is a sign of a scam. The IRS does
not:

1. Callyouto demand immediate payment. We will not call about taxes you owe without first mailing you a bill.

2. Demand that you pay taxes without giving you the chance to question or appeal the amount they say you owe.

3. Require you to use a certain payment method for your taxes, such as a prepaid debit card.

4. Askfor credit or debit card numbers over the phone.

5. Threaten to bring in local police or other law-enforcement to have you arrested for not paying.



